IP Camera

Operating Instructions

Version V1.0 Release



1

2

3

4

INTRODUCTION ..ottt sttt sttt b st s et bess b b e st esesn st ebe s ebene e ebns -1-
1.1 WELCOME TOTHE [P CAMERA ....oiiiitiiieiiiieeeitiee e sttt e e siteeesenteeesnteessnnaeeesnteeeesnneeesnnneeeans 1-
1.2 PACKAGE CONTENTS ... tttteitetesittreassteressneeeesasteeeassaeaasseeessseeeesassesesseneesasseessnssesanenes -1-
1.3 IDENTIFY IP CAMERA ...coiiitiiteitieeesttee e sttt e e ssteeessnteaesnteeessteeeansaeeessaeeeansaeeesnseneeansenean -2-

T R o =Ty 4 = - T = P TRS -2-

1.3.2 Indication and OPEration .........cccceeereresereeeeieesesees e se e e e esaesee e saesresresreeseeeenseneens -4-

FUNCTIONS AND FEATURES ......cocoi ittt sttt -9-
2.1 BASICFUNCTIONS. .. uttteititeessiteeesteeeesteraessteeeessaeasasseeesnseeeesasseeeasseeesnseeeesnseeessnnneesnnes 9-
2.2 ADVANCED FEATURES. ....ctttteittttesitteeestteaesteeesantseesssseesssteeeassseeessssesssnssesesnseeessnseennns :9-

SYSTEM REQUIREMENT ....ooititiisctisisteteste ettt bese bbb -11-

SETUP PROCEDURE ...ttt ettt ess st s bene st bennana -12-
4.1  IPCAMERA POWER& NETWORK CONNECTION. . .ceeiuereesrreeesnerreesneeessnneeeesssenssnneeesnsens 12-
4.2  ROUTER/'SWITCH/HUB/XDSLMODEM CONNECTION ......utviieeesiiiriereeeesiiiieeeeesannnreeeasnans -13-
4.3  USEIPCAMSEARCH TOOL TO SETUPIP CAMERAS .....cuviieiiiiieeesiiieessiieeesneeeesneeeesnneeeees -14-
4.4 VIEWVIDEO ONWEBBROWSER.......uttteitirieiitireeitieeesnteeeesnteeessseeessssesesnseenesnsseessnssees 16-
4.5  SETUPIP CAMERA ONWEB....cciitiiieiitiieestiteesteeeesteeeessteeesnsaeesssaeeessnseeesnsneeesnseneesanseens 2%-
4.6  MOUNTING THEIP CAMERA .....ovtiiiitiiie et eesieeeestteeeesseeeessaanasseeeessaeeesnteeeesnnneesansneeenes 2%1-

SYSTEM CONFIGURATION ..ottt vevs sttt snenenn e -22-
B.1  SYSTEM STATUS. .. uttiteiuttreesitteeestureesteressnteeesssenaesssseesasseeesasseessnsseeesssssessnsseesssnessnsenes 22-
5.2 USERMANAGEMENT ...eiiiutittesieeessitteeastteeessseeeesstesssssnessnsseesssseeessssesesnssenesnsesessnsseenns :23-
LT T N = LYo RS 24-
5.4 DATE AND TIME teutteteitureesaieeeestueeesteressnseeesssanasasseeessseeesssseessnssesesssesessnsseesssnessnsenes 25-
L3RS T V0 = J USSR 25-
5.6 JPEGENCRYPTION. . .utteittiteeiiteeesattereatereesnteeesssteeasaseeesasseeesssseeesasseessssesesseeesansensnnes -26-
LI A V7 USROS 27-
LIRS J e I RS PPR 28-
5.9  SENSORS ANDMOTION DETECTION.....cutieitiresieteeesteneesneeessseeesssenessssesessseseesnseeessnsneens 29-
5.10  SCHEDULERTRIGGER......ceeiititeitureessseeeestteeesseeeessaneesseneessssesssnsseeesssseessnseeesasseeesnnes +29-
5,11 SYSTEMMAINTENANCE ..eeeiutiteeiuteeesstteeestereesseeessseeesansenasasseeessssseesssseessnssseesssenessnsenes 30-
B5.12  SYSTEMLOG cuutiieiiiie ittt ettt e et e e ettt e e st e e e st e e e nnte e e s s teeennneeeanaeens 30-
LI T €11 =23 74 o | N =SS 31-

VISIT IP CAMERA OVER INTERNET ...oooitiiiiciiree ettt -31-
6.1 WAN [P ADDRESS.....ceeeitutteiteresantereanteeeessseeeeansnessaseeesansaeeassteeesssseeesnssesesnseeessnsnesnses -32-
6.2  NETWORKADDRESSTRANSLATION (NAT) ..etiiiiiiitieieeeeeeeeeessessseeste s smmmmr s e e s e e e e e e eaaeeaen s 33-
6.3 PORTFORWARDING. . .cceiuttteeitteresssteeessnteeeanneeeessseeeansaeessnssneesssseeesnsesesanseesensseeesansensnnes -33-
6.4 DEFAULT GATEWAY ..uvtiieiittieestteeestteeessteeesnteseesssessssseseassseeesassesesnssneesnsseessnseesennees -34-
6.5  ACCESSINGMULTIPLE CAMERAS OVER THEINTERNET .....vvvieitiresieiieeeseieeeesneeeesnneeeesnes +34-
6.6  DYNAMIC DOMAIN NAME SERVICE (DDNS)...ccciiiiiiieiiii et emmmmeeeeeveeee e 35-
6.7  CONFIGURATION EXAMPLE .....ccutiieiittiee sttt e sitieeesiteeesnteeeesseeessteeesssaeeesnnaneesnneneesnseeeens 36-



7

TECHNICAL PARAMETERS



Figures and Tables Index

Figure 1 IP Camera 45-ang1e VIEW ............ceeemeerrrrrrimmmimiriiierereeeeeeeereeereeesssssassansnannns -2-
Figure 2 1P Camera FrONT VIEW ..........uuuiiiieieeeiiiiiiiiiee ittt e e e e e e e e eeeeseeeenenees -2-
Figure 3 1P Camera BaCk VIBW .........cooo i -3-
Figure 4 Front View Indication and OPeration ..................eeeeerieeirmrrimmmiieeieeeeeeeeeeeeeens -4 -
FIQUrE 5 LCD INICALIONS. ...utvttttiiiiietiieiemeaesaneeainebaieteaebbeeebeeeeeeseresssseaaeeeeeeeeeeeeeeeeeens -4 -
Figure 6 IP Address/Network Mask/Gateway 100p ShQW.............ccccvveeiimiiiiniiiiiiiinnns =5 -

Figure 7 Back VIEW INICALION...........ooooiiiiiiiiie e e -6-
Figure 8 INput & OULPUL AEfINES .......coiii et -7-
Figure 9 Input & Output PINS CONNECTION ......uviiviiiiiiiiiiiiiiieiieeeeeeeer et ee e e e naa e -8-
Figure 10 INSErt @ CF Card..........uuuuuuesmmmmmmneeeneennninnneienernreerrrerrarrrerrreeaeeeeeeeeeeeeeeeeeees -9-
Figure 11 Connecting the Ethernet Wire.......ccoeeviv s -12 -
Figure 12 connecting the poOWer SUPPIY ...coooveeiieeee e -13-
FIQUIre 13 LAN CONNECTION. .. ..utuiiiiiireeeesimmmmmr e e eeeeeeeeeaeeeessessssasssassssassssssssssnsssseeseeeeees -13-
Figure 14 IP Camera Search TOOI ........coo oo -14 -
Figure 15 Modify IP Camera’s [P AdAreSs. .....cccoeiiiiiiiiiiiiiiiieeeeee e -15-
Figure 16 Input Administrator’s Username and Pas8WO............cccuvvvvvieeiiiiniienenennns =15 -

Figure 17 IP Camera HOME Page........uuuuiiuuuruueeiiiiiiiiiiiiiiiiiriiensrerrneeereeeereeseeneeeeeees -16 -
Figure 18 LOQin MESSAQE DOX.....uuuuuuurririmemmmeeeereennieerennnnneeeeeereeeereereeeeeeesaaaanaeseessnn -17 -
Figure 19 IE Security Warning........cooooiiimmmmm oo emnene e -17 -
Figure 20 Security setting for ActiveX CoNtrolS...........ccoovveeiiiiiii s -18 -

Figure 21 Set IP Camera as a trUSIEA SItE . ceueceeeerrrrrrrriiiiiiiiiiiiiiiiiiiieieeeeeeeereeeeeeeeeens -19 -
Figure 22 VIdeO WEDPAGE. .........iiiiii ittt ettt ettt e e e e e e e e e e e asasn s s s -19-
Figure 23 History IMages VIEW .........ocoiiii e -21-
Figure 24 System STatUS VIEW........coooii i -22 -
Figure 25 User Management VIEW...........uuiceeeeeiiiiiiiiiiiieitiaeeaeeeaeeeeeeee e e e e e s seessssenenens -23 -
Figure 26 NetWOrk SETUDP VIBW .......uuiiiiiiiiceeree e -24 -
Figure 27 Date and Time SetUP VIEBW .......oot e e oo eeeeee e -25 -
Figure 28 VIdE0 SEetUP VIBW .....cooiiiiieiiie et -25 -
Figure 29 JPEG ENCryption SetUP VIEW ........cceerceeviiiiiiiiiiiiiiieeiiee e -26 -

Figure 30 Require Password Input in Client Web BI@m.............ccoooeeeiiiiiiiiicceinns +.26 -

Figure 31 Input Password in Web Browser (ACtIVEX).........cooviiiiiiieiiiiiiiiiiiiinnd =27 -

Figure 32 Input Password in Web Browser (JaVa).e.....ccccvveeiiiiiiiiiiieiaeeeeeeeeeee = 27 -

Figure 33 E-mail SEtUP VIBW ....ccoiiiiiiiii e e - 27 -
FIQUIE 34 FTP SETUDP VIEW ....uvviiiiiiiiiiiiiiieeeeee e e e e e e e e e e e e e e s e e e sssssssssssss s s s s ssmasesseeeeeeeeees -28 -
Figure 35 Sensors and Motion Detection Setup VIEWa........ccvvvviiiiiiiiiiieiiieieeeeeeee =29 -

Figure 36 Scheduler Trigger SETUP VIBW ......ccucceurruurrremimmeiiiniiriniiierrrrrrrrerreeeeeeneeens -29 -
Figure 37 System MainteNaNCe VIEW.........uuuecreeeriieiiieieieieseseeieee e reeeeee e -30 -
Figure 38 SYSIEM LOG VIBW......uuiiiiiiiiiiiieeeaeeeseeessessssss s s sss s s s mmneneeeeeeeeeeees -30 -
FIQUIre 39 “GUESE ZONE” VIBW ......ceeiiiiiiiiiieeeeeeeettieniieetieeseeeeeeeeeeeeeereeeeeeeeeaaaaasassneennes -31-
Figure 40 IP Camera’s Application ENVironmMent ... -32-

Figure 41 Typical Network ENVIFONMENT. ... eeereeiiiiiiiiiiiiiiiieeiieaeeeeaeeeeeeseeeeeenns -36 -



1 Introduction

1.1 Welcome to the IP Camera

The IP Camera combines a high quality digital video camera with network connectivity
and a powerful web server to bring clear video to your desktop from anywhere on your
local network or over the Internet.

1.2 Package Contents

Your IP Camera package should contain the following items, If any of the
listed items are missing, please contact your reseller from where you
purchased the camera for assistance.

The package includes.

1. IP Camera *1

2. IP Camera Utility CD *1
3. Operating Instructions *1
4.5V Power Adapter *1

5. Stand of plastic

6. Cable




1.3 lIdentify IP Camera

1.3.1 IP Camera Views

Figure 1 IP Camera 45-angle View

Lens Tilt

Night Vision LEDs

Pan

Working Status LED Privacy Indicate LED

User Visiting LED Privacy Status Button

IP Show LCD

Figure 2 IP Camera Front View



RJ45 Ethernet Socket

DC 5V Input Socket

RESET Button

Figure 3 IP Camera Back View

Input&Output Pins

CF Card Socket



1.3.2 Indication and Operation

LED: Working LED: Privacy

Y IP Addr Mask Gateway =Static IP K J
*DHCP
-PPPOE

Button: Privacy
LED: User Visiting

—
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wEd [

LCD

Figure 4 Front View Indication and Operation

The privacy button toggles Privacy mode and Normal mode , In Privacy mode , all the
remote users will not be allowed to see the video.
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Figure 5 LCD Indications

LCD will loop show IP Address/Network Mask/Gateway, as shown in the Figure 6.
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Figure 6 IP Address/Network Mask/Gateway loop show

Status icon i

ndications list;

Meaning

o
o
|

DDNS Server Registered. Connected to the INTERNET
successfully.

Backbone server connected successfully.

There is/are user(s) visiting IP Camera video.

Sensor triggered. (Digit input or Motion detection)

CF card detected.

M YCISN -

System in configuration status. E.g. Upgrading
firmware.
Network mode indications
Icon Meaning
Static IP Use static (manually fixed) IP mode.




DHCP IP Address is dynamically assigned by
DHCP Server.

PPPoE IP Camera’s internal PPPoE dial function
enabled.(Used for xDSL)

Working status LED meaning:

LED Status Meaning

Normal Flashing:

Turns on for 1/2 second every 3 seconds

Normal running

Always on or always off

System error

Fast Flashing:

Turns on for 1/2 second every 1 second

System is starting, Please wait.

Slow Flashing:

Turns on for 1/2 second every 6 second

Upgrading firmware, Please wait.

DC 5V Input Socket

RJ45 Ethernet Socket

Input & Output Pins

CF Card Socket

Reset button

Figure 7 Back View Indication



Output Pins Digit Input Pins
Relay: Normally Open

Output Input Common Input
A B 1 2

Figure 8 Input & Output defines

Input Pins: The input pins can be used for 2-way external sensor input. For example,
you may connect a Person Infrared Sensor (PIR) to it for motion detection. When
external sensor triggered, IP Camera can be programmed to send an email with
picture or control the internal relay output.

Input pins can connect 2 sensors. The sensor should provide open/close signal only. The
two lines of sensor 1 should connect to Pin 3 & Pin 4; the two lines of sensor 2 should
connect to Pin 5 & Pin 4.

Output Pins: IP Camera has an internal relay. Relay’s two normally open contacts are
represented by Pin 1 and Pin 2. You may use it to control one external load below AC/DC
36V & 2 Amp.

While connecting input and output pins, strip off the protect rubber of wire for 5mm, the
use a small screwdriver to depress and latch down the orange tabs over holes, Insert the
red wire into hole until the insulation just reaches the back of the camera, use the
screwdriver to press down and release the orange tab above hole locking the wire in
place. Repeat the steps for other wires.



Figure 9 Input & Output Pins Connection

External Power Socket : Connectto a 5V AC-DC adapter.

& CAUTION: Make sure to only use the power adapter su  pplied with your IP
Camera. Using a non-approved power adapter may dama  ge the camera.

RJ-45 Ethernet Socket: Connects your IP Camera to LAN.

CF Card Socket: Insert a Compact Flash Card for scheduler or sensor trigger’'s images
storage. Support volume is 1MByte to 2GByte. CF Card should be format as
FAT16/FAT32 before inserted.




Figure 10 Insert a CF Card

& Caution: IP Camera DO NOT allow plug/unplug CF Card when power up.
You must unplug IP Camera’s power before operating CF Card.

Note: Please keep in mind, not all brand and mode’s CF card can work with
‘ IP Camera, please take a test before purchase.

RESET button: Click the reset button shortly, will reboot the system. If you press
the button and hold for 5 seconds or longer, the sy stem will restore to factory
default configuration, it will take about 30 second s, then reboot automatically.

& Caution: DO NOT switch off IP Camera’s power during the procedure of
restoring factory default. It will take about 30 seconds.

2 Functions and Features

2.1 Basic Functions

The IP Camera and your home or business network form a powerful audio/video remote
monitoring solution. Just place the IP Camera anywhere on your network, power it up, and
it's ready to be accessed by any PC on the network running web browser. The IP camera
utilizes MIPEG hardware compression, brings 30fps@VGA resolution live video to you.

The built-in pan and tilt, live streaming audio, and snapshot/video capture functions can
all be controlled directly from the camera’s on-board homepage. Capability for motion
detection with e-mail notification may be added by purchasing an optional motion
detector.

Use the IP Camera to keep an eye on your home or business when you can'’t be there.
Give friends and relatives a window into your world or monitor and record anything from
anywhere on the Internet.

2.2 Advanced Features

v Advanced Image Encryption
Besides basic web authority mechanism, IP Camera provide an 128-bit AES encryption to
the images transportation, ensures your information security.



v Digital Video Recording and Transportation
IP Camera can store images to CF Card, or, send images to your mailbox when triggered.

v Motion Detection
Your may use the internal Motion Detection function or external PIR sensor to trigger

images recording and transportation.

v Relay Output Control
The internal relay can be used to control external devices according to your setting.

v DDNS support
IP Camera provides dynamic DNS function, thus you may use it in XDSL environment.

-10 -
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System Requirement

LAN: 10Base-T Ethernet / 100BaseTX Fast Ethernet

Web Browser can support ActiveX ,such as Internet Explorer 5.0 or higher,
Web Browser can support Java Applet, such as Firefox 1.5

PC — Intel Pentium Il or equivalent, 1GHz or above

128MB RAM

800x600 resolution with 16-bit color or above

Windows 2000, Windows XP, Linux

Other device: read-only CD-ROM

A

Note: Not only the fixed IP address can access cameras from the Internet,
but also Dynamic IP can access cameras. If the IP address provided by
your Internet Service Provider is dynamic (changing), then signing up for a
dynamic DNS service will make accessing from the Internet much more
convenient. Signing up for a DDNS is free and easy; you can get it in some
websites, such as our website www.vipcam.cn _ that can give you more
information.

-11 -



4 Setup Procedure
Before use IP Camera, please setup according to the following procedures.

4.1 |IP Camera Power & Network Connection

Plug the included Ethernet cable into the RJ-45 connector at the back of the camera as
shown.

Figure 11 Connecting the Ethernet wire

Connect the power supply to the back of the camera as shown, and then plug the supply
into an available power outlet.

-12 -



Figure 12 connecting the power supply

CAUTION: Make sure to only use the power
adapter supplied with your IP Camera. Using a
non-approved power adapter may damage the

: camera.
In different country or region, the power

supply might be different (110Vv/220,
50Hz/60Hz), please make sure it correspond to
the tag marked on the power adapter.

4.2 Router/Switch/Hub/xDSL Modem Connection

Plug the other end of the Ethernet cable into any available LAN port. A typical home
router/gateway connection is shown below. The LED of LAN port will then turns ON.

Cab,
abfe Modem/DSL Rouyy,
Uter,
J,

Figure 13 LAN connection

Check the LEDs on the RJ45 socket of IP Camera. If connection is ok, the green LED
turns on. If there’s any active data transportation, the orange LED will flash.

The LCD panel of IP Camera will show IP Camera’s current IP address/Network
Mask/Gateway.

IP Camera is available for visiting now. You have two methods to visit its homepage:
1. Run IPCamSearch Tool in the CD. This software will search for all IP Cameras in
your LAN. Select one and then click [visit] to continue.
2. Run an Internet Explorer, and input the IP address as shown on the LCD to IE’s
address bar, for example: http://192.168.0.234.

-13 -



Note: IP Camera by default use fixed (static) IP
address setting. The default IP address
is :192.168.0.234, Network Mask is

255.255.255.0, Gateway is 192.168.0.1

4.3 Use IPCamSearch Tool to setup IP Cameras
Put the supplied CD into your CDROM, Click and run IPCamSearch Tool.

& TPCanTool 1 x|
- IPCamera Found on LA
Serial Murdher | Churrent IP/Fort | Firzcosrare Version |
000c29a7dig 192.168.0.223:80  1.0.0.82

Setup IF Visit IPCam | Refresh |

bhont | Exit |

Figure 14 IP Camera Search Tool

This tool shows all IP Cameras found on your LAN with its Serial Number/IP
Address/Firmware Version. If your IP Camera’s IP address is not as the same segment
of your PC(defined by IP Address and Network Mask), you may not be able to visit your
IP Camera. For example, Your PC’s IP address is 192.168.100.33, network mask is
255.255.255.0, then your PC will only reach IP address 192.168.100.1 to
192.168.100.255, If your IP Camera’s IP Address is not within this range, you cannot
access it. Then you may click [Setup IP] button to change IP Camera’s IP address to
adopt your PC setting.

Click [Auto Set], let IPCamSearch tool find an available IP Address for you.

-14 -



A TPCanTuol x|

- IPCamera Found on LA
Serial Hurdber | Current IP/Port | Firrwwazs Version |
000C2987df04 192,168.0.293:80  1.0.0.82

Setup x|

—IP Setup

1P Address: 4 . 168 . 0 . ZE3

NetMeisk;| 755 , 255 , 0 . O

Gate%y| 192 , 168 . 0 . 1

suolet | [ oK | Cancel |
Setup IF | Visit IPC&ml Fefresh |

shout | Bt |

Figure 15 Modify IP Camera’s IP Address

Click [OK], and then input administrator’s username and password to continue.

Administrator User Hame: |a|:|min

Adwistrator Password: [*****
Camcel |

Figure 16 Input Administrator’'s Username and Password

Note: By default, administrator’s username is: admin, password is:
123456

Input the correct username and password, and click [OK], then you can see a message
box indicating IP Camera’s IP Address has changed(IP Camera is in static IP mode
now).

Then you may click [Visit IPCam] to run an Internet Explorer, You can do more
configuration by click [System Setup] on homepage of IP Camera.
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Note: If you don’'t have IPCamSearch tools at hand, you may change your PC’s

IP Address to the same segment, according to the IP shown on IP Camera'’s
front LCD. Then you can input IP Camera’s IP Address into IE’s address bar to

access.

4.4 View Video on Web Browser

You may visit IP Camera’s homepage by IE or other compatible web browsers.

algl=)
o) VL) View(N) [avona) Toola D) el | &
RN = O s g ] e ) P R et i £ F v BNOA-X DA -
u.-rhnn T =l @eo
=
IP Camera..

h.ll?“ IR

a-"..
1 ‘Weltome 80 ha IFCAM server Pitase solect 3 vinl mode

.ﬁﬂ . R
A Mo [For i Fawlon Browies mabs
v o o Firwtom hwsytape (Iroredan)

B

Figure 17 IP Camera Home Page

‘ Note: Your web browser must support Javascript function.

Click “User Visit” to view video. You will see a message box which requires your login as

shown below.
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Connecting to 192 168 0,254

9,
iy

\
)

VIFCAN

Usematne (U} |ﬁ admin -]

Password (B, [#eeees

™ Retmember my passwond (B

| ok | cance |

Figure 18 Login Message box

A

Note: By default, administrator’s username is: admin, password is:
123456

Input correct Username and password, then you can view the video.
If you are using IE ActiveX mode, for the first time, you will be alert to install ActiveX

control.

If you have enabled ActiveX Control in your IE configuration properly (See below to see
how to setup IE security configuration), you will see a dialog like the one shown here.

Internet Explorer — Security Wamming i EI

Uinable to verify distribitor. Ave wou sure want to instdll this sofber ae?

Mame: activex CAB
Distributor: Unknown Distributor

Instell (D) | [Doali Install DY

This file has no valid digital signature to verify distobutor. You should
only installfview software from trasted distributors. Howio confirm?

Figure 19 IE Security Warning

Click [Install] to continue. If you cannot see the message above, you must modify IE’s
security configuration.

A

Note: You must setup Internet Explorer’s security configuration properly, allow
unsigned ActiveX Control to install.
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You can follow this procedure to setup IE security configuration:

1. Select [Internet Options] in [Tools] menu of IE;

2. Switch to [Security] option card;

3. Select [Custom Level];

4. Setup as the following:
a) Initand Run unmarked as safety ActiveX controls: Select [Alert];
b) downloading unsigned ActiveX controls: Select [Alert];
c) Run ActiveX controls and plug-in:  Select [Enable];

@ Ackivey controls and plug-ins
@ Download signed Ackivel controls
) Disable
{*) Enable
) Prompt
@ Download unsigned Ackiver contraols
) Disable
{*) Enable
{:} Prompk
@ Initialize and script Activel controls not marked as safe
() Disable
(%) Enable
{:} Prompk
m Run Activey controls and plug-ins
() Administrator approved
) Disable
{*) Enable
{:} Prormpl
@ Script Ackiver controls marked safe For scripting
) Disable
{*) Enable

{:} Prompk

*

Figure 20 Security setting for ActiveX Controls

5. Click [OK] to save.

You can also set IP Camera’s IP address or URL as the “Trusted Sites”. Please see the
following:

1. Select [Internet Options] in [Tools] menu of IE;

Switch to [Security] option card;

Select [Trusted Sites];

Uncheck “V“ before “...... https:(S) ”;

Input IP Camera’s IP address or URL, for example, http://192.168.0.250 or
http://tom.vipcam.cn;

6. Click [Add], [OK] to save.

a s D
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Internet Properties

| General| Security | Privacy | Cantent | Connections | Programs | Advanced |

Select a'web content zone to specify ity security settings.

® © 0 @

Internet Local intranet  Trusted sites  Restricted
sites

WL Trusted sites

Trusted sites

This zone containg Web sites that you
trugt not to damage your computer or

data.

Security level for this zone

Move the slider to zet the security level Far
- = oy You can add and remove Web sites from this zone, All Web sites
- Mirimal safequards and warming promp in this zone will use the zone's security settings,
- Most content is downloaded and run
- All active content can un
- Appropriate for sites that you absolutel Add this Web site to the zone:

|hetp:ff192. 168.0.250 | [ add

Web sites:
[L] Cal

Remaove

[Irequire server verification (htkps:3 For all sites in this zone

[ QK ] [ Cancel

Figure 21 Set IP Camera as a trusted site

‘ Note: You maybe have to close IE and run again to make the changes take

effect.

After ActiveX Control Installed, you will see the following.
SIE

File(E) Edif(E) View(V) Favorite(A) Tools(T) Help(H) *
O FE - O - = & | PSench S Favorite @) | (3- @] - ()| F F Dk |[BF A X D 8-
Axddress: |1 hitp: 192,168,023 viewiindesactivex.html

| E6o

5 6402480
3202240
160x120

High

o Standard

05 | <10 | x20

() Snapshot

History Images
System Setup
HomePage

Help
Abnormal Display? Click here to refresh I

[ Connected (24 Fps]. [T [ mteme

Figure 22 Video webpage

On the top-left of the web page is a panftilt control, you can click to move the camera
Up/Down/Left/Right, and left-right cruise180 degree or top-down cruisel20 degree, or
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return to home position.
Note: Do not cruise long time continually.
On the left, you can also select the Resolution, Quality, Brightness, Contrast and Zoom.

Resolution can be 640x480, 320x240, and 160x120. The higher resolution, the higher
clarity, while requiring more bandwidth.

Quality can be “High”, “Standard” or “Low”. “High” consumes largest bandwidth, thus the
frame per second will down.

If you feel the frame per second (fps) is too slow, and hope to increase it, you may select
“Low” quality and lower resolution. If you hope to see clearer image, you may choose

“High” quality and higher resolution.

Brightness and Contrast can be changed according to different environment. “+” means
add, “-" means reduce. “STD” means a standard (middle) value.

Zoom will show the video in a scale of half or double. It won’t affect the transport fps or
bandwidth.

Click [Snapshot] will pop up a new page to shap a static JPEG image, you may click right
key of mouse and select “save as...” to store it to your computer.

Click [History], will pop up a History View Page (You must have inserted CF Card first).

a history - Microsoft Internet Explorer on =lolx]

e WEE TEW) kEw TED By | &
SEE - 2 | PEx kme @ o w -0 F D e (@ A ¥ DD a8 |
HAHD) |1 http/f192. 168.0.234}viewhistory_index.html x| Bl s

View History Images

CF Card Total Size: 7792KE, Used: 1748KE, Free:6044KB  Erase CF Card |

History Images Type List

Mation Detection Library|128 images YWhen motion detected, IPCam will store images to this library.

Digital Sensor 1 Library |E| images When digital sensor 1 triggered, IPCam will store images to this library.

Digital Sensor 2 Library |D images YWhen digital sensor 2 triggered, IPCam will store images to this library.
Scheduler Library |11D imizges l\;"graerr;.scheduled condition matchs, IPCam will store images to this

[&] =kt ) 1 1 1 |4 Internet i
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Figure 23 History Images View

4.5 Setup IP Camera on Web

You can click [System Setup] to modify all parameters. See the Chapter 5 for details

4.6 Mounting the IP Camera

The IP Camera can sit on a flat surface, such a shelf or bookcase, be mounted to a wall using
the included bracket, or mounted atop a tripod stand using the standard tripod mount located
on the underside of the base. When using the camera free standing, be sure to secure the
cables. Failing to secure the cables could cause the camera to be pulled off the mounting
surface resulting in damage to the camera.

CAUTION: The IP Camera should be mounted indoors or inside a
weatherproof enclosure. Outdoor exposure may resul tin damage and will

& void your warranty.

CAUTION: Don’t mount the IP Camera with the lens fa cing into direct
sunlight. Prolonged exposure to direct sunlight wil | damage the sensor.

The mounting bracket included with your camera provides convenient mounting to vertical
surfaces, such as walls. The camera support platform can be tilted up or down to help point
the camera toward your area of interest. You can also rotate the camera in any direction on
the platform.

Step 1. Find a suitable location to mount the camera.

Step 2. Using the mounting bracket as a guide, mark the location of the two mounting
holes.

Step 3. Drill a ¥4" hole for each screw.
Step 4. Use a hammer to tap the two plastic anchors into the holes.
Step 5. Use the two screws to fasten the bracket to the wall.

Step 6. Place the camera on the mounting bracket platform and rotate the camera to be
facing in the desired direction.

Step 7. Secure the camera to the mounting bracket using the thumbscrew located on the
bottom of the platform.

Step 8. Loosen the tilt adjust thumbscrew and tilt the camera toward the area to be
observed.
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5 System Configuration

5.1 System status

This page shows status of the system for diagnose.

System Status

‘System Profile
Praduct Mame

Brief Mame

Praduct Serial Number
Hardware Yersion
Firmware Version
Service Provider Link
System Date & Time
System Running Time
Memory & Process
‘Network Status
Hostname

IP Setup Mode

IP Address

Subnet Mask
Gateway IP Address
DNS Server IP(Primary)
DNS Serwver IP{Secondary)
PRFoE Status
PPPOE IF

PPFoE Function
E-mail SMTP Server
FTP Server

DONS Status

Video Status.

Default Resolution

T S

VimicrolPCarmerav/S-1PC1002

WE-IPC1002

00168E000011

1.0.00

10081

hitp: Mwewew vipcamn. cn

2006-06-02 01:32:29

0 dayis) 00 hour(s) 08 minute(s) 20 secondis)

Total 14324KE Free:9356KE Shared:0KE Buffers 96KE Procs 26 Loads 28064 12640 4000

WIPCAM
Static(Manually)
192.168.0.234
255:255.285.0
192.168.0.1
202.106.0.20
21082561
Disconnected
Iot configurated
Disabled
smtp.126. corm
192.168.1.41
Successfully updated IP address to DONS Semver

320x240

[T IR,

Figure 24 System Status View

T GEE SEw SEe TAD B | &
QFE -0 M@ o[ Owr wmk e | -LoE-[J]F Foees DA 1D DA _
S [ bt/ 152.166.0,234]sekupfindes bl = B

i
I B =
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5.2 User Management

181
LpHE WEE SEW W@ TAD B | &

Ok Lwwk @ |- -] Foae: (B4 XD DA

D) (&7 heepu 192, 168.0. 234 setupfinders. il B>k

User Management

User Account

User Name Password Authority

[adrin [eeeencenes [#dministrator =]
Juser [user J |
[roger [User =
Igu_ast IGu_esl j
I ID\sahIed j
I ID\sahIed j
| |D\sab|ed j
| |D\sab|ed j

™ Allow anybady visit Mote:

Mote: If selected any wisitors will be able to browse e 1.Guestview image only, unable to adjust anything,

"Guest" page without enter username and + 2 Userview image and adjust image/panfilt parameters. unable to setup

password. « J.Administrator:do every operation

Vimicro User Service Setup

I” Enable Vimicro Service

Userhlame: |nw5n@vlpcam =l

Password |"""

Server |P Address: ||31 13274 B2 Server Port: 50500

After apply setting, IPCam will rehoot

Apply | Clear
[T T mternet

Figure 25 User Management View

“User name”: Determine the username of visitor who can log in. The administrator can
set up to 16 case sensitive character names.

“Password”: Set up a password for the visitor account. The password must be between
one and sixteen bytes which is English and number.

“Authority”; Determine the permission lever to “Administrator”, “User”, “Guest” or

“Disabled”.

Administrator:

This permission allows the user full access including write
permission to all the sections.

User: This permission level allows the user access to IP Camera menus,
but without the permission to setup.

Guest: This permission level allows the user to access IP Camera’s video
only. The user does not have any permission to change.

disabled Make the user account disable, no access.

"Allow Anybody Visit

IP Camera provide a Guest Zone, if you checked this, any

temporally visitors may enter Guest Zone to see the video without input any

username/password.

If you unchecked this (default), the visitors have to enter at least a
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“Guest” permission username/password to visit the “Guest Zone”. At any time, the “User
Zone” only allows “User” & “Administrator” permission to visit.

5.3 Network

Liex
| XE ®#O FE@ ¢@@ IR0 B e
QFE-O-Hd o Per Sume oL w- )] # Foxex B4 XD DA )

HEAED) [ httpfi192. 168.0.234/setupfindex bt = S

Network Setup

LAN IP Setup

P Addrass [lo21EE 0234
Subnet Mask Im
Gateway [P Address W
IP Setup Mode IW

DNS Server
DNS Setup Mode tanually (Fixed) fo

DNS Server [P (Primary) 210.82.5.1 |
DHS Server IP (Secondary) 202.108.0.20

PPPOE ; _
PPPoE Mode Disahlz PPPoE 'V"I
PPPoE Username Ipppueuser

PPPoE Passward |u-----un

Service Name | (i you ISP didn't provide it to you,please leave it

blank)
Max Transmit Unit (MTU)(1412~1492)|1412 (Normally, leave it unchanged)

ttax Idle Time |D Seconds (0 means never disconnect)
¥ Auto redial when line drop detected (Recommended)
[#  Acquire DNS Server IP Fram PPPoE Server. (Recommended)

Port Number
Weh Serice Port (&l
Dynamic DNS Service (DDNS)

Dynamic DNS Serivee Provider 33220rg ¥
*ou may click Ragister to get an account, (see also wwnw vipcam.cn
DDNS Usernarne |whnwhn

DDNS Password [easese

4
& I I B =7

Figure 26 Network Setup View
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5.4 Date and Time

2} SETUP - Microsoft Internet Explorer
FE O -HE G| Pwer temx o 0- L w-0]f Foxex [E A% B D80 )
Hd(D) [ hitpi 1152, 166.0.234(setupfindex himl BT

Date and Time

Time Setting
Time Setting (yyyy-mm-dd hh:mm:ss)

Autarmatic Time Adjustrment
IPCAM Current Time2006-06-02 01:33:31

¥ Allow System Automatic Reboot Perindically .Reboot at Time [02:00:00 (Hour:Minute: Second)

L I Y

Figure 27 Date and Time Setup View

5.5 Video

7} SETUP - Microsoft Internet Explorer : x
THE GAE EBQ A IAD e | &
OFE-O-1a 5| % wx |- w - ) Fowrx B & XD o@ g

]E] bttt 192, 1680, 234 setupfindes, bl

Video Setup

Video Parameters (start up default) .
Resolution 3205240 =| Pixels
Image Quality Middle ¥/

Contrast 32 [0 B4]
Brightness IE)Z_[U B4]
Rotation W
Advanced Setup

White Balance: Im
Exposure: m

HNight Vision

™ Enable Night Vision LEDs Light g threshald : [100 2 very dark emianment] =]
Apgly | Cancel

The parameters here are start-up default,If you changed, you might need reboot IPCam to take effect

o
Figure 28 Video Setup View



5.6 JPEG Encryption

SETUP rosoft Internet Explorer

IO WEBE FEY W TAD W

sl
(&

QFE-O-FHRE G|Pex Jwme @ |- Lwl -0 f Foxnx B & X [H D 3|
HBAE(D) [ http: 152, 168.0.234{setupfindex, htm

Advanced JPEG Encryption

Advanced JPEG Encryption Setting.
™ Enable JPEG Encryption Mode

Enter an encryption key.l'""""-

(1~16 character suggest & characters at least,and combines
character and number)

Caution! Before specify this key, make sure you are in a safe and private network environment.
After configuraton, you should use only ‘User' or 'Guest' authority for remote visit

Apply et

Figure 29 JPEG Encryption Setup View

HHHE \EE BZEY

me TED #Ebp
| owz wmx e |

=l 8

(When selected, all image stream will be encrypted by an encryption algorithm Wvhile visiting, you must enter the same key at
client side)

Avaoid to use Admin’ autharity to login system in unsafe netwark environmentieg. public netwark),in order to keep administrator
passwaord confidential

[T [ neemet

-] Foxns |E A XD

et bkl

x
IPGam Enabled JPEG Encryption
Password:
= Bd0z40 Cancel
3202240
1680x120
H\gh
= Standard
-@ﬁnaqmmﬂ
History Images
Systerm Setup
HomePage
Help =
Abnormal Display? Click here to refresh. I
&1 Connected [0 fps].

[ B I 7

Figure 30 Require Password Input in Client Web Browser
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JPEG Advanced Encryption N El

IFCam Enabled JPEG Encryption

Password:

Ok

Cancel

Figure 31 Input Password in Web Browser (ActiveX)

Pleaze input paszword, max 16 character permitted:

=lo|x]

0K |

Cancel

[EE peler B0

Figure 32 Input Password in Web Browser (Java)

5.7 E-mall

) SETUP - Microsoft Internet Explorer ===

D WEED TEW @ TAD W | &
ORE-O - ® @ 0P tewme @0 ww- ] F Fioxex |B &4 ¥ 108
Hl(D) [ hetpij192.160.0.234/setupfindex html B>

E-mail

SMIP Setting

SMTP Server smtp.126.com (Host name or IP address)

Sender's E-mail testipcam@126.com

E-mail require authorization &

E-mail sender Username testipcam

E-mail sender Pagsword ssceas

Mate: If you specified a host hame TCPAP network setting need specify a valid DNS server first.

TEST

Send a test E-mail to: Send

Apply | Cancel
[T [ nternet

Figure 33 E-mail Setup View

This section sets up the necessary Email server information. The administrator will
have to enter a valid Account Name and Password to the Email server. This
information is necessary to allow email notification features.
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“SMTP Server”: The administrator will have to enter the Email server address
here.

“Sender’s Email” This will determines IP Camera’s Email address.

“Email Requires Authentication”: If checked, the administrator will have to provide
the account name and password in order to access the Email server.

“E-mail Sender Username”: Enter the account name or login name to the Email server.

“E-mail Sender Password”: Enter the password for the above account name.

5.8 FTP

2} SETUP - Microsoft Internet Explorer

THE WAO EE0 @@ TAD B | &
OFE-0 -HiE o omr Semx |-, wW-D| ¢ & owax B A- 4D D8 5]
HidD) [ hitpuf192.166.0.234]setupfindex.htm Bl

FTP

FTP Setting

FTP Seret [P 192.168.1.41

FTP Server Port 21

Usermame anonymous

Password — |esceses

Connection hade Fort =

J&pp'ly_ Cancel
[ e ntemet

Figure 34 FTP Setup View
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5.9 Sensors and Motion Detection

IPHE WEE TEY W@ TAD
QFE-O-H @ &|Ows Seexr & |- Lw-[)]# Foxez [BA- XD D& 7

[ bt 192 1680, 234/setupfindex himl

Sensors and Motion Detection

Motion Detection

Enahble Motion Detection| No
23:59:59

Time (hh:mrm)

Detect Sensitivity
Store to CF Card
FTP Transfer
Send E-mail

Mail Recsiver 1:
Iail Receiver 2:

Relay Output
Digital Sensor Channe
Enable Channel 1

i o
00:00:.00 | =

r -

5 ¥
Enable =
Disable =]

Disabls 7]

|
1l

FTP Server (192.165.1.41) upload directory: |/
E-mail SMTP Server: srmip 120 com

testipcami@| 26.com

(eg: tom@abed.com)

™ When motion detected, contral internal relay's contact close(DM), otherwise, let it open{OFF).

211 Input
Mo fid

Channel 1 Trigger Mode

Mormal Open(), Close(1) as Trigger Slgnalﬂ

Tirne (hh:rmrm)

Store to CF Card
FTP Transfer
Send E-mail

Mail Recsiver 1:

00:00:00 - |23:59:59 -

Enable 7| Stors imags svery 1 8econd &

Erable | Transferimage every |2 Seconds = FTP Server (192,168 1.41) upload directory: |/a/
Disable ©] Transier image every |5 Seconds (2] E-mail SMTP Sewver: srntp 126 corm

testipcami@ ] 26.com

(eg.tomi@abcd. com)

Iail Receiver 2:

Relay Output ™ When sensor channel 1 triggered, contral internal relay's contact close(OM), otherwise, let it open(OFF).
Digital Sensor Channel 2 Input : :
Enable Channel 2 o r

Channel 2 Triarer Madel bnraal Dnenil) Closs(1)as Tinner Sinnal

4

Figure 35 Sensors and Motion Detection Setup View

5.10 Scheduler Trigger

() [ €] hitp: 1192 168.0. 234 sebupfindex. html

Scheduler Trigger

Scheduler Trigger

Enable Scheduler| No il

Time (hh:mm)

Store to CF Card
FTP Transfer
Send E-mail

00:00.00 - [2358:59
Enable 7| Store image every
Enable 7| Transfer image every
Enable =|Transfer image every

— —
— —

1 Minute =] FTP Server (192.168.1 41} upload directary: [/d/1243

‘EEI Seconds @] E-mail SMTP Server: simtp. 126.com

Mail Receiver 1: | (ey. tomi@@abed.com)

Mail Receiver 2 |

Apply | Clear

Mote: Before you specify a FTP upload directory, you should make sure that there is
corresponding directory exists on FTP server, and user has read&write: authority.

I I T

Figure 36 Scheduler Trigger Setup View



5.11 System Maintenance

D SBE ZEW TAD FH | &
GRE-O-HE G| Per ek @0 L w-0)]F Foxsx B4 ¥ O D g
| HAL(D) [&]] hetp 7192, 168 ,0.234/setupfindex. html sl 2xa

System Maintenance

System Maintenance
Restant | Restart IPCam
Systern Firmware Upgrade:

Upagrade IPCam wiﬂ’w o latest firmware

Specify a new firmware file: k.

Caution:During upgrading process(s minutes), DO NOT switch off IPCam's power. IPCarm will reboot automatically after completed
Nu_(mal\y, thlrslpr e5% require 2 to 3 minutes

Backup current configuration into a file. I E:[ac‘k-t{'}-
Restore Canfiguration

Restore IPCam's configuration with & saved backup file.

Specify a valid backup file f?ﬁﬁ,
Upload a LOGO image file

Specify a LOGO image: Ii FE. . | then click _Upload

Caution: LOGO image must be GIF format height < 35 pixels, filesize <60KB, otherwise it might display improperly.

] Restore all setting to factory default. (Mote: [P address will also be restored to default)

then click

then click Restore

T et
Figure 37 System Maintenance View
5.12 System Log

- 0- R 8 0|9k chmx 0] - L wl- | Fo¥eE A& KD D ]

[T hetpii192.162.0.234/setupfindex. el

System Log
Current image viewing users list
WistTme . PaAddess

5 admin [02/Jun/2006:01:38:29 +0000] 192.168.0.1
TOTAL: 1 Users
| Refresh

Video Visited User Log | List user visit log history (only users who visited video stream)

System F‘ammﬂws‘ﬁi’sr I List system configuration parameters

T [

Figure 38 System Log View
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5.13 Guest Zone

¥)Guest Viewer — BMozilla Firefox o ] 3
W@ &EE© FF W BB © BE @ I8 @ ey (0 Connection Error
G@--g00(gom|az|[€ s & L L4 @ - Coogled] Filc M (& & 6-B |»
Select View Size:64 0480 3204240 160x120
Select Wiew Mode:[Activex Mode] [Java Mode] [Server Push Made]
HOMERAGE
| et r 1.718s (@\E 4

Figure 39 “Guest Zone” View

6 Visit IP Camera over INTERNET

IP Camera is often used in this environment:
1. In Local Area Network (LAN) only.
2. Direct connect to INTERNET via xDSL (PPPoE) Modem.

3. Share one INTERNET connection with other computer, and connect to

INTERNET via a gateway or router.
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Cable/xD5L
Modem

PPPol TMINS

E

iy
Router

IPCamera IP Share

Cable/xD5L
Modem

IE Browser
133

IPCamera |IPCamera

Figure 40 IP Camera’s Application Environment

If your LAN is connected to the Internet through a high speed (broadband) Internet
connection, you can access your cameras by web browser from anywhere on the
Internet. To do this you need to:

1. Know your WAN (Internet) IP address. This is the IP address that your Internet
Service Provider gives you to access the Internet. It may be static (always the
same) or dynamic (can change from time to time).

2. Make sure the port used by the camera (80) is forwarded by your router or
gateway to the camera.

3. Make sure your camera’s default gateway is set to the LAN (local) IP address of
your router/gateway.

6.1 WAN IP Address

The WAN (Wide Area Network) IP address that your Internet Service Provider grants you
so that you can access the Internet is very different from the LAN or local IP address that
your PCs and cameras are using to connect to your local network. Your WAN or Internet
IP address is visible to the outside world (Internet) whereas your local addresses are not.
To find your home or business network from the Internet you must know your WAN IP
address.

Your WAN IP address is stored by your gateway router which uses it to connect to the

Internet. All the devices on your network connect to the Internet via your gateway router.
You can find your current WAN IP address by checking your router’s status page. There
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are also various websites such as www.whatismyip.com which will tell you the IP
address that you are currently using to access the Internet.

The term gateway is used generically to mean the device that connects a local network
to the Internet. A gateway may be a router, a PC running software which allows it to act
as a gateway such as a proxy server, or some other device. Most home networks use a
NAT (Network Address Translation) router as a gateway. The term gateway router refers
to such a device.

Static versus Dynamic IP address

The IP address (or addresses) your ISP has provided you will either be static, which
means it never changes, or dynamic, meaning it can change periodically. Dynamic
addresses present an additional challenge when trying to locate your network from the
Internet since your address may have changed since the last time you checked it. How
often your dynamic address changes vary from one service provider to another. Also,
any time you reboot your cable or DSL modem, your are likely to get a new address
when reconnecting. The solution to the ever changing IP address is known as DDNS or
dynamic domain name service. A DDNS will allow you to find your network by a domain
name, such as tom.vipcam.cn, rather than needing to know the IP address.

6.2 Network Address Translation (NAT)

Most home routers and business firewalls today perform something called NAT or
Network Address Translation. NAT translates your external or WAN IP address into an
internal address inside your gateway router. What this means is, you can think of your
router as being divided into two halves, the LAN side (inside) and the WAN side (outside
or Internet side). When a connection request arrives at your router from the Internet, it
will not get any farther than the WAN side unless you have specifically instructed your
router to pass this type of request to a specific device on your LAN. This process is
known as port forwarding or port redirecting.

6.3 Port Forwarding

All TCP/IP (Internet) networking uses software ports. Ports can be thought of as channels
on your television. By default, all web page traffic is on channel (port) 80. By default, the IP
Camera uses port 80 to deliver its web page to your browser. Therefore, both of these
channels (ports) must be open (not blocked by your router/firewall) to incoming traffic in
order for you to connect to the camera from the Internet. Also, these two ports must be
forwarded or redirected to the camera’s LAN IP address by your gateway router. Your
router’s setup software should provide a utility for port forwarding or redirecting.
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Before setting up port forwarding, it's best to configure your IP Camera to use a static
LAN IP since your port forwarding setup will need to be updated if the camera’s LAN IP
address changes.

Note: Forwarding ports to your camera does not pose any additional security
risk to your LAN.

6.4 Default Gateway

Devices (PCs, cameras, etc.) on your network connect to the Internet via a gateway.
For most home networks, a NAT type router serves as the gateway. For business LANSs,
the gateway may be a PC running gateway software. In order for any device on your
network to get connected to the Internet, it must know the LAN IP address of your
gateway. If your camera is set up to use DHCP, then it will retrieve this information
automatically from your router.

However, if you have configured your camera to use a static IP address, you must also be
sure that you have set the correct gateway IP address in order to connect your camera to the
Internet.

Note: It may not be possible to test WAN (Internet) access to your cameras
from a PC connected to the LAN. To be sure that your cameras are accessible

‘ by the Internet, you should contact someone you know with Internet access
(preferable broadband) and have them enter your WAN IP address into their
browser.

You camera is now live on the Internet. Browsing your camera from the Internet is the
same as browsing on your LAN except that you must enter your WAN IP address (or
camera domain name if you've set up a DDNS service) instead of the LAN IP address.

6.5 Accessing Multiple Cameras over the Internet

When accessing multiple cameras over the Internet, you must assign separate port
numbers for each camera. The reason for this is simple. Your gateway router needs
some way of knowing which camera to direct an incoming request to. Unless directed
otherwise, your browser will always send web page requests to port 80. Since port 80
can only be forwarded to one LAN IP address, all incoming web page requests on port
80 will go to this address.

The solution to this problem is to set up the router, assign a different port number to each
camera. For example, you may set up your second camera to use port 81. When you want to
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access this camera, you would tell your browser to use port 81, instead of port 80. In your
router’s port forwarding setup, you would need to forward port 81 to the LAN IP address of
the second camera. Web page requests arriving at port 81 will automatically be directed to
the second camera’s address.

To instruct your browser to use a different port, other than 80, to access a web page, you
would add the port number at the end of the IP address or URL, separated by a colon.
For example, to access a camera on port 81 if your WAN IP address is 210.82.13.21,
you would enter http:// 210.82.13.21:81 into your browser’s address bar. You can do the
same thing with a URL such as http://tom.vipcam.cn:81.

The steps to set up remote access are as follows:

1. Go to your gateway router setup page and configure port forwarding to port 81 to
LAN IP address of Camera_1(e.g. 192.168.0.151) and port 82 to the LAN IP
address of Camera_2(e.g. 192.168.0.152).

2. From somewhere on the Internet, bring up Internet Explorer and enter your WAN
IP address followed by a colon and the port number such as:
http://210.82.13.21:81 to access Camera_1.

Note: Some routers use port 80 for remote configuration and it's possible to

experience a conflict when using port 80 for camera access. Therefore, you
‘ should use port 81 for your first camera, port 82 for the second, etc... This

setup also makes it easier to remember which camera is using a particular port
number.

6.6 Dynamic Domain Name Service (DDNS)

Your Internet Service Provider (ISP) provides you at least one IP address which you use
to connect to the Internet. The address you get may be static, meaning it never changes,
or dynamic, meaning it's likely to change periodically. Just how often it changes, depends
on your ISP. A dynamic IP address complicates remote access since you may not know
what your current WAN IP address is when you want to access your network over the
Internet. The solution to the dynamic IP address problem comes in the form of a dynamic
DNS service.

The Internet uses DNS servers to lookup domain names and translates them into IP

addresses. Domain names, such as www.vipcam.cn (The writing of the base decals

have already applied for the good DDNS and passwords on this Web address), are just

easy to remember aliases for IP addresses. A dynamic DNS service is unique because
it provides a means of updating your IP address so that your listing will remain current
when your IP address changes. There are several excellent DDNS services available on
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the Internet and best of all most are free to use. Two such services you can use are
www.3322.0rg and www.vipcam.cn . You'll need to register with the service and set up
the domain name of your choice to begin using it. Please refer to the home page of the
service for detailed instructions.

A DDNS service works by uploading your WAN IP address to its servers periodically.
Your gateway-router may support DDNS directly, in which case you can enter your
DDNS account information into your router and it will update the DDNS servers
automatically when your IP address changes. Please consult your router’s
documentation for more information. If your router does not support DDNS, you can
setup the IP Camera’s DDNS client.

6.7 Configuration Example

At home or business LAN, one or more computers and IP Cameras are connected to the
same IP Sharing Device(Gateway/Router), IP Sharing Device was assigned a public IP
Address by ISP(e.g. 210.82.13.21), while each devices in LAN has assigned a different
LAN IP(e.g. 192.168.0.151/192.168.0.10/192.168.0.11).

= >
e .
- # xDSL Modem N

| P Sharing Device
Public: 210.82.13.21
Privacy:192.168.0.1

IPCainera PC1 PC2
\\192.168.0.151 192.168.0.10 192.168.0.11

-

Figure 41 Typical Network Environment

Now, every LAN devices connect to INTERNET via NAT function provided by IP Sharing
Device. However, from the point of remote PC’s view, remote PC see only an IP Sharing
Device, it doesn’t know how many PCs existed inside privacy LAN. This IP Sharing
Device is also acted as a firewall.

Thus, we have changed the setting of IP Sharing Device; let public PC has the
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opportunity to access LAN devices, e.g. IP Camera.

We can achieve this goal by enable Reversal NAT (RNAT) function of IP Sharing Device.

1. “Virtual Server”: Many routers have “Virtual Server” support. You must forward the
WAN 80 TCP port to LAN IP Camera’s IP and Port. (If you visit 210.82.13.21’s 80
port outside, you will be forward to LAN 192.168.0.2’s 80 port).

2. Another method is the “DMZ Host". If enabled to use a LAN device as the DMZ host,
the outside PC will be able visit this LAN device directly, as if there is no IP Sharing
Device exists. This method support only one LAN device exposed to the WAN. Thus,
if you have more IP Cameras, you have to use the above method.

Take D-Link (http://www.dlink.com) DI-604/DI-614+/DI-624 as an example:

1) Login to your router;

2) In WAN configuration, input the PPPoE username and password provided by
your ISP;

3) Click Advanced on Top of homepage;

4) Click Virtual Server (Note: If you use Virtual Server mode, you must turn DMZ
host function off first. DMZ Host function will disable all Virtual Server function)

5) Input the following information on page:

Enabled/Disabled: Enabled

Name: VilarCamera

Private IP: Input IP Camera’s Address, e.g. 192.168.0.151
Protocol Type: TCP

Private Port: 80

Public Port: 80

Schedule: Always

6) Click Apply to save. IP Camera can be accessed in WAN.

7 Technical Parameters

ltems Description

Video

Video Input Single high quality CMOS Sensor (30,0000 pixels)

Compression | Motion-JPEG

FPS 30 frame per second (640x480) maximum.
Resolution VGA (640x480) CIF (320x240) QCIF (160x120) Optional
Typical

Bandwidth 160x120@10fps : 300 kilobits ~ 480 kilobits
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320x240@10fps : 640 kilobits ~ 960 kilobits

640x480@10fps : 3.2 Megabits ~ 4.8 Megabits

160x120@30fps : 900 kilobits ~ 1.44 Megabits

320x240@30fps :  1.92 Megabits ~ 2.88 Megabits

640x480@30fps : 9.6 Megabits ~ 14.4 Megabits

Interface
Digital Input 2-way Open/Close Input
Relay Output | 1-way Relay Output ( 36V AC/DC, 2A )
Connection 5 Pins
Network
Interface Ethernet 10/100Base-T RJ-45
Transport: RTP/IP , UDP/IP , TCP/IP , SMTP/HTTP/FTP
Protocol
Other: DNS and DHCP client, DDNS
Power
Supply 5v DC
Consumption | 5W Maximum
Physical
Temperature 0°C~45°C
Humidity 50°C 95%
Management
System Setup | Web Page

Upgrade Firmware upgrade by Web
Other

CPU 32bit ARM@66MHz frequency.
SDRAM 16MByte

FLASH 4MByte
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